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Using GOTOWEBINAR 

• Please turn on your computer speakers to listen to the 
audio.  

 

• This webinar is being recorded and a copy will be 
available on the Safeguard Iowa Partnership website for 
future viewing.  

 

• Feel free to submit your questions throughout the 
presentations, a facilitated Q&A will take place after all 
speakers have presented.  

 

• To submit a question: enter in the question box on the 
right.  
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TODAY’S PRESENTATION 

• Why Homeland Security Information Network 
(HSIN)? 

• Application and Registration Process 

• Overview of the HSIN Portal 
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WHY HSIN? 
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WHY HSIN? 

• The world runs on information 

• Sharing information can be beneficial for all 

• How do we get information to people that 
need it, when they need it? 
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INFORMATION SHARING IN IOWA 

• Fusion Process 

• Threat Information and Infrastructure 
Protection Program (TIIPP) 

• Partners 

– Local 

– State 

– Private 
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HSIN-IOWA 

• Overall purpose 

– Single, secure information sharing platform 

– Situational awareness products 

– Cross-sector collaboration 

– Alert, warning and notification 
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HSIN IS… 

• Secure platform for information sharing when 
a right to know/need to know is present 

• Information up to For Official Use Only (FOUO) 

• Subscription feeds 

• Forced notification feature (GovDelivery) 

• Webinar feature (HSINConnect) 

• System that is scalable to the user’s needs 
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HSIN IS NOT… 

• System doesn’t contain classified information 

• Doesn’t replace other avenues of 
communication 
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WHAT’S ON HSIN? 

• Situational awareness products 

• Alerts 

• Warnings 

• Notifications 
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APPLICATION  
AND  
REGISTRATION 
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APPLICATION/VALIDATION PROCESS 

• Application requested 

• Application submitted 

• Applicant vetted 

• Applicant nominated 

• Access granted 
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REQUESTING AN APPLICATION 

• Requesting application 

– TIIPP@iowa.gov 

– Sector lead representatives 

– Safeguard Iowa Partnership 

– TIIPP report 

– Regional Information Sharing Office 

– PSA 
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RECRUITMENT PACKAGE 

• HSIN-IA Overview 

• HSIN-IA “how to” document 

• Non-Disclosure Agreement (NDA) 

• HSIN-IA Application 

– Identity information 

– Sector choices 
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REQUIREMENTS FOR APPLICATION 

“NEED TO KNOW” 

• Applicant must 
demonstrate a valid 
“need to know,” by 
providing justification 
statement on 
application form 

INFORMATION RESTRICTION 

• Information is “sensitive 
but unclassified,” and 
cannot be disseminated 
indiscriminately.  NDA 
must be completed and 
returned before 
processing begins 
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NON-DISCLOSURE AGREEMENT 

• You won’t: 

– Share HSIN-IA information over the open internet 

– Share HSIN-IA information with persons 
unauthorized to receive it, including the general 
public or media 

– Will not alter information when sharing is 
authorized 

– Post to HSIN-IA yourself 
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APPLICATION SUBMISSION 

• Completed application 
and non-disclosure 
agreement can be faxed 
to the TIIPP office 

 

• 515-725-6320 (FAX) 

 

• Completed application 
and non-disclosure 
agreement can be 
scanned and emailed to 
the TIIPP office 

 

• TIIPP@iowa.gov 
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APPLICANT VETTING 

• Applicant must provide supervisor contact 
information for vetting 

• Application process will not proceed until 
vetting has taken place 

• Alternate provisions for owners/single 
proprietors 
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Nomination Process 

• Nomination:  TIIPP office will 
“nominate” an applicant for 
access to all sectors selected by 
applicant indicated on the 
application 

• Validation: TIIPP office must 
validate all nominations before 
access is granted.  There is a short 
delay between nomination and 
validation; applicants will receive 
an e-mail from US DHS providing 
a telephone number to call for 
their password and user 
identification.  (note: US DHS 
helpdesk will address all 
questions/issues regarding user 
name and password.) 
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THE HSIN PORTAL 
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SO I’M ON HSIN…NOW 
WHAT? 
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SUMMARY 

1. Purpose of Homeland Security Information 
Network (HSIN) 

 

2. Application and registration process 

 

3. Overview of HSIN-IA portal  
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QUESTIONS 
 

• For more information on HSIN-IA contact the Threat 
Information and Infrastructure Protection Program 

personnel at:    TIIPP@iowa.gov 

 
• Please use question box on the right-hand side to submit 

questions 
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Thank You  

• With no further questions, we will conclude 

the webinar. 

 

• A copy of the recorded webinar will be 

posted on the Safeguard Iowa Partnership 

website – look for an e-mail 

 

• sip@safeguardiowa.org   

 

mailto:sip@safeguardiowa.org


CI/KR Webinar/Workshop Series 

 

• April 13: 9-11AM: Business Continuity                                     
    -How Important is it?  

 

• April 19 : 8:30 AM – 4 PM : Critical Infrastructure & Key 
                      Resources Workshop 

 

• Registration is required. To register for the 
webinar/workshop go to 
www.safeguardiowa.org/event.  

 

 

http://www.safeguardiowa.org/event

